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The security criteria of the International Standards Organization (ISO) provides an excellent foundation for identifying and addressing business risks through a disciplined security management process. Using security standards ISO 17799 and ISO 27001 as a basis, How to Achieve 27001 Certification: An Example of Applied Compliance Management helps an organization align its security and organizational goals so it can generate effective security, compliance, and management programs. The authors offer insight from their own experiences, providing questions and answers to determine an organization’s information security strengths and weaknesses with respect to the standard. They also present step-by-step information to help an organization plan an implementation, as well as prepare for certification and audit. Security is no longer a luxury for an organization, it is a legislative mandate. A formal methodology that helps an organization define and execute an ISMS is essential in order to perform and prove due diligence in upholding stakeholder interests and legislative compliance. Providing a good starting point for novices, as well as finely tuned nuances for seasoned security professionals, this book is an invaluable resource for anyone involved with meeting an organization’s security, certification, and compliance needs.
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**Customer Reviews**

I like it! This book could be used as a very thorough step by step guide for implementing security to any size organization. As a bonus it also helps achieve ISO 27001 certification by an accredited certification body. Author’s style is very impressive. He managed to squeeze an entire management system in just six chapters; this is what I call 0% fat, every page of the guide can be used to improve
either the security of an organization or the awareness of it. A security manager can use it to create enough presentation to get the upper management’s "buy-in" for a serious security controls, it can also be used by auditors to create an "audit program". No need to panic, if you need a sample of Statement Of Applicability, or ISMS Policy and Risk Treatment Templates, or any of the documentations needed for proper ISMS its in there. In conclusion; you must have a copy of this book if you are responsible for the protection of both information and information technology relevant to an organization.

using and very happy with it

Helped me pass GIAC exam. Won’t recommend it as something to read for fun but it touches on the main points and has a few good charts. I would say the CISSP book I got helped as much or more than this though, probably should get that too if you’re preparing for the certification exam.

Thrilling, mile-a-minute read. Couldn’t put it down. I am now a complete devotee of ISO 27k standards.
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